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ABSTRACT

In this paper, the objective pursued, the firseotiye is to provide the estimated time that therimal auditors on
audit organization's IT (Information Technologykesg. the second objective of this paper is to ifiettie key variables
associated IT audits by internal auditors. becai® study is to investigate the use of sophigtidainformation

technologies in order to maintain a competitiveaadage and to realize the economic benefits intake
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INTRODUCTION

The staff at various levels of the business umitparform daily activities of their IT systems. fact, electronic
documents are replacing paper documents. In facgn be difficult to find companies that at lease of the areas of
financial reporting, operational and complianceposes, they should not use the information. conmpiat@rmation
systems and information technology have becomesaential component of most organizations. consdtyien cases
such as for ensuring that systems are controlledgm safe enough, and as i mentioned, the aegisined for IT audits.
thus, factors that are associated with this typaudiit, are important. curtise and colleagues (St al., 2009) observed
that the Supervisory board on account of public ganies require auditors to the need to developraaidtain internal
controls and auditing skills in the field of IT $gms has. in addition, the Sarbanes Oxley Act (Sor)plete reliance on
external auditors to provide guidance to compaimabe field of IT audits is difficult. due to theature of information
systems within the organization, responsibilities iacreasingly responsible for internal auditaratidit the organization,
while Sachs (2002), put heavy pressure on intesinditors within the organization is (Smart ProsQ@before Sachs
(2002) were common in organizations that independewlitors to assist in the planning, implementatasd control
system audits, including audits of information tealogy use. but Sachs (2002), the situation hasggthin two important
ways. first, the incumbent auditors, other authetizo provide specific services, such as financidrmation systems
design and implementation of internal audit outsmg services are (SOX, 2000); second, Sachs (2@8&2)usively the
responsibility of documenting and evaluating thetegns of internal control to the management ofautsed which in
turn delegated this responsibility to the intermadlitors have significant costs (Aguilar, 2006)&ese internal auditors are
increasingly recognized as an effective mechani§mooporate governance, internal audit, significansts in many
organizations is inevitable. Sachs major stock argks such rules and regulations by the New YawskkSExchange for
companies listed on the stock exchange has crediedted space to avoid the cost of internal airdidmerica. also, the
laws of many other countries such as the UK andralia, all companies to have an internal audit l@sn encouraging.

considerable costs of internal audits, are relatetthe complexity of modern information technologg, that investments
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in companies with high rate have increased durmgpdast decade. to accomplish the second goaleofegearch is to
investigate the variables that potentially with diidits conducted by the internal auditor associdteaudits include
aspects of computer information systems, evaluatiwoper implementation, operation and managemérmomputer
resources (Hall and Singleton, 2005). IT audit® alscluded the evaluation of information systems reyiewing
documents, personal interviews and review of latge sets using computer programs. auditing stdadaquire an IT

audit should be performed when:
e Customer use of complex business systems and hel@sly on IT controls.
e Customer many changes in IT systems are createzplaiced.
e The client has been widely shared data betweemaiterganizational systems.
e Customer use of emerging technologies.
* high level of audit documentation is electronic.

In the next sections, respectively, on the conegptt definition of IT audit, IT audit due to the ggpof IT audit

and risk factors associated with IT audit by theednal auditor discussed.
IT Audit and it's Definition

Audit of Information technology was first introduten the mid-1960s. Since then it has had a tremasnd
advances in information technology have occurreith tihe arrival of these new technologies in thadfiof trade, huge
changes in information technology audit coatingsaudit, IT-based system to help auditors in thecess of planning,
executing, controlling, and directing the audit@npleted. advances in information technology Hadefirms to conduct
trade of new tools such as electronic exchangeats# dnd databases used. In fact, users demanddheeofession has
changed and they want to know what the commentsayorate auditors about the reliability of dapalates. so we can
say that the progress of information technologyihaseased the demand for IT audit. audit IT aadiil audit automatic
processing of computer data call. this type of quath audit of the electronic data processing $® alalled. IT Audit,
enables auditors to audit issues directly and tjinanodern communication tools to access. In faday many companies
use different systems for processing electronia gabcessing accounting data, the only way to checkvalidate reports,
audit information technology. IT audit or audit ioformation systems, IT infrastructure is a testcohtrols. In fact,
systematic process of collecting and evaluatingrmbtion technology audit objective evidence supipgrone or more
claims of the information systems, procedures grefations of an organization. assessment of evadehtained during
the audit shows that information systems are gafgperly maintained and operation data in an efficiorganizational
goals are met. This type of audit may coincide with audited financial statements, internal audlitpther forms of
accreditation services to be performed. IT auddusdh not be confused with the financial audit. althh there may be
some slight similarities exist between the auditt the goal is primary a financial audit, asses®tiwr the financial
statements of a company with accepted accountimgiples and standards compliant or not. The magkg of an IT
audit, evaluation of system performance and secuysibgrams, especially the ability of organizatiotes support
transmission and distribution assets and corrdotrimation between authorized persons. Howevergtlestion that arises
is that the IT auditor should be what kind of expece? the answer is specialized in the field ofallit, there is no
experience require this type of audit. IT auditassauditors of the financial or operational stattjle others come from

other professions IT audit IT. however, the asgamafor information systems audit and Control férauditors globally
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recognized certification as a certified Informatigystems auditor grants. the title suggests thafepsionals get past the
hard test and gain experience, training and pelsmrapetencies, skills needed to do something tiiey expected to
obtain and have. IT audit to be "the process digfaitg and analyzing evidence in IT environmentadbieve the goals of
pre-defined audit" defined. audit objectives vagpending on the nature of the audit. the finanaiadit, the primary
objective of the audit report, an independent reporthe integrity and fairness of the financiatsments will be audited
entity. however, if the activities of the unit semrarkable computerized audit, the auditor shoultbbghat extent the IT
system relied on the opinions of professional. b tuditor's procedures and actions to achieve aucbmment is
assumed, the so called IT auditing. the Informatgstems audit completely generalized becauseeo€dmplexity and
cost of large-scale information systems. as timesgbeyond information-processing computer to perfa task.
computers were initially used only in large orgaians that charge high prices and exorbitant cafstiseir operations on
coming. the advent of microcomputers and the rdpicline in the price of computer technology, intediate institutions
are also able to use the advantages of comput@redessing the data. even in small organizatioxdssmall broad access
to powerful computers and computer software packdges led to the widespread deployment. as a resuditors are
increasingly faced with the challenge of gathemglit evidence of the IT environment. the large hemand variety of

risks need to audit the IT people.
A Variety of Factors Related to IT Auditing

Professional audit, IT audit have been introducedifferent categories, but three regular and ey to carry
out an audit of information technology there. Fitbe audit process of technological innovatioe. purpose of this audit,
planning is a form of risk for current and futumdjects. the audit examined the types of techne®gsed by the company
and also to assess the market for these techns|omiganization and evaluation of each project aompt industries of
the project or product related organizations, gsoapher forms of information technology audit, thedit of innovations.
the audit, as the name implies, means of innovatapabilities of audit firms compared to other cetitprs. this type of
auditing, research facilities and research and I[dpwgent company to test and evaluate the evidempgposting the new
products generated deals. The third form of IT gualidit technological status. the audit also tetdgies that already
exist in the companies and technologies that tepemy needs to achieve it, check. section 404 efSfirbanes Oxley
Act, requires that managers limited effectiveneksnternal control systems in their organizationeoithe course of
financial reporting and the independent auditoragsess the effectiveness of the systems of ihteomdrol requires to
verify. due to the increasing use of sophisticatechnologies such as enterprise resource managesystgms by
companies, evaluating the effectiveness of inteouaitrols increased use of IT audit procedures riegdelinas and
colleagues (Gelinas et al., 2008) believe that $§2602) the importance of knowledge related tmanting information
systems for auditors has increased. similar law®sther countries (such as law firms in Australiad g¢he UK) is
responsible for management and auditors with régpethe internal control systems has increasediléA®elinas and
colleagues (2008) primarily related to the impoc&nf accounting information systems refer to irefent auditors, the
internal auditors have expressed similar argumeuldcbe made, so that the internal auditor's kndgdeand expertise can
help manage the system organizations to accomfiistsax section 404.1 presented the results ofilasst by Bush,
broad. although he stated that the level of ITIskite necessary for the auditor to believe thdeadt 25% of the stated
conditions requires an amount of experience. tfieséngs indicate that the IT skills that have bégentified by Bush |
may auditors IT professionals with different ratsrand different experience levels are used. ITtakills largely because

IT auditors to audit and should be in the fieldrdbrmation technology and professional expertiséormation Systems
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audit and control association, in addition to rmw testing requirements for certification as aditau to confirm
information systems, having at least 5 years ofeggpce as an imperative. also from an audit pets@e internal
auditors that are customary audit compliance, djmva and financial organizations do, you may ndedhave
professional expertise in information technology tlsat the implementation, operation and mainte@arfdT systems in
an organization, have the skills. If internal aadithave the skills, you will likely be able to foem IT audits and if
unable to do so is not audited by other sectord siscIT (Information Systems Management) have legsourced or
done or jointly outsourcing is complete. thus, vem conclude that the knowledge and technical skaisential for IT
audit. substitute for technical knowledge, profesal certificates such as certificates of InformatiSystems Auditor,
certified internal auditor or chartered accountenissued by professional organizations or regwatéTubbs, 1992;
Janvrin et al., 2008), for example, evidence frbm ltterature suggests people who have a recondechd accountant or
Certified information systems auditor, they are paned to those without these documents, they ailehmore progress.
(Wier et al.,, 2000) 85 percent of the jobs auditare attributed to the in information technologlye theed for or
professional certificates are to be preferred teehthe documents and certificates, or the way vi®nequired to obtain
these documents. this evidence suggests that ldweant professional certification such as certiflatbrmation Systems
auditor or certified Internal auditor or certifi@@hnagement accountant, is directly related to ditang. but as previously
mentioned, in addition to IT auditors specializ&dkhowledge, skill sets needed for financial aubfiformation systems
audit and control association of additional skilled knowledge that is responsible for the certificaaudit, information
systems, information systems auditor certificatiest are more related to time spent internal auditp the audit
information is. but since the certificates certfitnternal auditor and certified management acaningeneral nature
(eg the certification audit, information systemsdéo have fewer IT), IT audit them regularly arat associated with the
rule.topics related to professional certificatemtmuing professional education as an importactbfato prepare for audits
of internal audit at the same time as the IT awdihtinuous professional training in many profesalmrganizations (such
as the America society of certified public accoutdalnstitute of internal auditors) a requiremgniaintain professional
certification. for example, the institute of Intatrauditors standards require that Internal auditall be 24 months, 80
hours of training. but probably the only part ohtiauing professional education that focuses oonrmftion technology,
for internal auditors to audit information is udeflnternal audit, IT audit is directly related tme. some researchers
believe that the audit senior managers in detengitiie duration of the assignment given to theowsritypes of audits,
including audits information technology, power a@nfluence are more likely to be experienced auéini8 managers,
who are interested in serving more time on trad#@lcaudit to audit IT. other factors linked with &lidit, the size of the
organization. larger companies may spend more timeudit to smaller companies. the auditors whoehavbachelor's

degree or higher, compared to those who were urattugte students, more time was spent on IT agditin
CONCLUSIONS

In this paper, the use of the literature, fact@soaiated with IT audit by internal auditors idéetl. certified
information systems auditor's findings show a diretationship with the IT audit. therefore, itrisasonable to conclude
that an increasing number of professionals in tiierination systems auditor internal auditor cegéifion, resulting in a
corresponding increase in IT audit will. certificats, certified Internal auditor and certified mgament accountant, an
important relationship with their IT audit, IT atds inversely related to the CPA certificationne@ many of the
organizations internal auditors from the candidagmsified accountant or other expert employ cesties, the question is

whether, considering the inverse relationship betweertification and audit conducted chartered actmt, certified
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chartered accountant with more and more informatgstems auditor should be employed under whethemmfore
investigators are needed to answer this questioothar finding is that education at the basic lemelat the level of
expertise is directly related to IT auditing. reshaalso indicates a direct effect on the intemnaditor audits the age of
information technology. Internal auditor older, mdime is spent on IT auditing. finally, a simitapic for future studies
could examine the differences in IT audit by vasiandustries. For example, one would expect thaudit by the internal

auditor in technology companies, the larger ofabdit in government departments.
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